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Social Media Policy
QUALITY AREA 7: Leadership and Service Management
Link to National Quality Standard 7.1

Element 7.1.2
INTRODUCTION 
Social media such as Twitter, Facebook, Google+, YouTube, blogging and Instagram, represent a growing form of communication for not-for-profit organisations, allowing them to engage with the wider community more than ever before. However, it is also an area in which rules and boundaries are constantly being tested and we must be mindful of the effects of the use of social media on children and families within our Preschool community. This policy acts in conjunction with our Privacy and Confidentiality Policy, Ethical Conduct Policy and Use of Mobile phone/Camera/Ipad policy.
AIM: 
 To provide guidelines for the safe and appropriate use of social media. 
GUIDELINES:
· Staff, Committee of Management posting to social media, including Manilla Community Preschool website: 
1. must ensure that, where photos are taken with intention of use for social media posts, that families of the children have consented to photos being taken of their child 
2. should only make posts which are within the interests of Manilla Community Preschool and which uphold the values of this policy
· Parents/guardians, other family members or volunteers posting to social media:
1. There are two Facebook pages : A Closed Facebook page for Preschool families only and a Public Facebook page for administration and advertising purposes
2. must ensure that only their child is included in photos or posts, unless consent is explicitly given by parents/guardians of other children for their child’s photograph to be posted on social media. 
3. Social media linked to Manilla Community Preschool must not be used for the promotion of personal financial interests, commercial ventures, personal campaigns or to promote other businesses
4. Users who are deemed to be using our page inappropriately, particularly in the above-mentioned ways, will be blocked by administrators.
· Breach of Policy, all reports of cyber bullying and other misuse of technology will be investigated fully and may result in a notification to Police or appropriate governing bodies where the preschool is obliged to do so. Users must be aware that in certain circumstances where a crime has been committed, they may be subject to a criminal investigation by Police over which the preschool has no control. Any concerns or suspicions over the breach of this policy should be brought to the immediate attention of an administrator of our page either via email, telephone or conversation in person and not be addressed on the site and will be dealt with at the discretion of the Committee of Management. 
· If an employee becomes aware of any conversation taking place on social media about Manilla Community Preschool and the tone of that conversation is critical of individual staff members or of the organisation, then it must be reported to the Committee for investigation.
· As tempting as it may be to defend colleagues and/or the organisation, employees should not enter into such conversations, unless it is to repeat information already publicly available on the Pre-school website or to pass on an official statement prepared by the Manager and/or the Committee in response to the discussion. 
· Any member of staff, student, volunteer, parent or Committee member found to be posting remarks or comments that breach confidentiality, bring Pre-School into disrepute or that are deemed to be of a detrimental nature to the Preschool or other employees, or posting/publishing photographs of the setting, children or staff may face disciplinary action in line with the Pre-School disciplinary procedures (prac students will be asked to leave immediately).
· Any breaches of this policy will be investigated and could result in disciplinary action being taken against the individual concerned.
General guidelines for using social media: 

1. Personal security settings should be managed to ensure that information is only available to people you choose to share information with. 
2. Remember that no information sent over the web is totally secure and as such if you do not wish the information to be made public refrain from sending it through social media.
3. Maintain professionalism, honesty and respect.
4. Apply a “good judgement” test for every social media post you make.
5. A second Administrator to approve all posts before being published to social media accounts. Reminder notices are exempt from this procedure.
Other related policies:

1. Mobile phone/camera/Ipad 
2. Computer Acceptable Usage
3. Acceptance & Refusal of Authorisation
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